
Wild Slack Farm - Website Privacy Policy 

1. Introduction 

1.1 We are committed to safeguarding the privacy of our website visitors; in this 

policy we explain how we will treat your personal information. 

1.2 Our website does not use cookies. We do not store any personal information 

you may provide to us when making enquiry via the contact form on this 

site, nor will we disclose to any third party any such information you may 

have provided in your communications with us except where required to do 

so under legal direction from a British court of law. 

 

2. Credit 

2.1 This document was created using a template from SEQ Legal 

(http://www.seqlegal.com). 

 

3. Collecting personal information 

3.1 We do not collect, store and use the following kinds of personal information:  

(a) Information about your computer and about your visits to and use of 

this website (including your IP address, geographical location, 

browser type and version, operating system, referral source, length 

of visit, page views and website navigation paths); 

(b) Information that you provide to us when registering with our website 

(including your email address). 

(c) Information that you provide to us when using the services on our 

website, or that is generated in the course of the use of those 

services (including the timing, frequency and pattern of service use); 

(d) Information relating to any purchase you make of our services or any 

other transactions that you enter into through our website;  

(e) Information that you post to our website for publication on the 

internet (including the content of your posts); 

(f) Information contained in or relating to any communications that you 

send to us or send through our website 

(g) Any other personal information that you choose to send to us;  

3.2 Before you disclose to us the personal information of another person, you 

must obtain that person's consent to both the disclosure and the processing 

of that personal information in accordance with this policy. 

 

 

4. Using your personal information 

4.1 Personal information submitted to us through our website will be used for 

the purposes specified in this policy or on the relevant pages of the website. 



4.2 We may use your personal information to:  

(a) Administer our website and business; 

(b) Supply to you services purchased through our website; 

(c) Send statements, invoices and payment reminders to you, and collect 

payments from you; 

(d) Send you email notifications that you have specifically requested; 

(e) Deal with enquiries and complaints made by or about you relating to 

our website; 

(f) Keep our website secure and prevent fraud; 

 

4.3 We will not supply your personal information to any third party for the 

purpose of their or any other third party's direct marketing intentions. 

 

5. Disclosing personal information 

5.1 We may disclose your personal information to any of our employees, 

officers, insurers, professional advisers, agents, suppliers or subcontractors 

insofar as reasonably necessary for the purposes set out in this policy. 

5.2 We may disclose your personal information:  

(a) To the extent that we are required to do so by law; 

(b) In connection with any ongoing or prospective legal proceedings; 

(c) In order to establish, exercise or defend our legal rights (including 

providing information to others for the purposes of fraud prevention 

and reducing credit risk); 

(d) To any person who we reasonably believe may apply to a court or 

other competent authority for disclosure of that personal information 

where, in our reasonable opinion, such court or authority would be 

reasonably likely to order disclosure of that personal information. 

5.3 Except as provided in this policy, we will not provide your personal 

information to third parties. 

 

6. Retaining personal information 

 This Section (6) sets out our data retention policies and procedure, which 

are designed to help ensure that we comply with our legal obligations in 

relation to the retention and deletion of personal information. 

6.1 Personal information that we process for any purpose or purposes shall not 

be kept for longer than is necessary for that purpose or those purposes. 

6.2 All personal data retained by us for legitimate reasons agreed to in this 

policy shall be deleted upon such reasons being no longer valid, and in all 

cases where an agreement to supply our services is terminated by either 

party. 



6.3 Notwithstanding the other provisions of this Section (6), we will retain 

documents (including electronic documents) containing personal data:  

(a) To the extent that we are required to do so by law; 

(b) If we believe that the documents may be relevant to any ongoing or 

prospective legal proceedings; and 

(c) In order to establish, exercise or defend our legal rights (including 

providing information to others for the purposes of fraud prevention 

and reducing credit risk). 

 

9. Security of your personal information 

9.1 We will take reasonable technical and organisational precautions to prevent 

the loss, misuse or alteration of your personal information. 

9.2 We will store all the personal information you provide on our secure 

(password- and firewall-protected) servers. 

9.3 You acknowledge that the transmission of information over the internet is 

inherently insecure, and we cannot guarantee the security of data sent over 

the internet. 

 

10. Amendments 

10.1 We may update this policy from time to time by publishing a new version on 

our website. 

10.2 You should check this page occasionally to ensure you are happy with any 

changes to this policy. 

 

11. Your rights 

11.1 You may instruct us to provide you with any personal information we hold 

about you; provision of such information will be subject to:  

 (a) The supply of appropriate evidence of your identity (for this purpose, 

we will usually accept a photocopy of your passport or photo driving 

license plus an original copy of a utility bill showing your current 

address). 

11.2 We may withhold personal information that you request to the extent 

permitted by law. 

 

12. Third party websites 

12.1 Our website may include hyperlinks to, and details of, third party website 

services. 

12.2 We have no control over, and are not responsible for, the privacy policies 

and practices of third parties. 

 



 

13. Our details 

13.1 This website is owned and operated by Martin and Andrea Foord. 

13.2 Our principal place of business is at Wild Slack Farm, Fryup, Whitby, 

North Yorkshire, YO21 2AW 

13.3 You can contact us by writing to the business address given above, by using 

our website contact form, or by telephone on 01947 897420. 



 

Drafting notes for free privacy policy 

Our standard website privacy policy template, designed to aid compliance with data 

protection legislation. This includes disclosures about the categories of personal 

information that are collected, website cookies, the ways in which that personal 

information may be used, the persons to whom the personal information may be 

disclosed, the security measures used to protect the personal information, and 

much else besides. 

Our privacy policy document is designed for use in relation websites which collect 

and process personal information. Its purpose is to help website operators meet 

their obligations under UK data protection legislation. 

The privacy policy document covers, amongst other things, the following matters: 

details of personal information collected by the website; information about cookies 

used by the site; details of how personal information is used; details of specific 

situations in which personal information may be disclosed to third parties; 

information about extra-EEA transfers of personal data; and information about data 

security. 

Please read the notes accompanying the privacy policy very carefully. You will of 

course need to adapt the privacy policy to suit your website and business. 

It may not be suitable for websites which collect or process large volumes of 

personal information or sensitive personal information; nor may it be it suitable for 

websites which make complex or unusual or unexpected uses of personal 

information. 

In relation to cookies, the privacy policy includes a statement to the effect that 

users consent to the use of cookies. However, this will not necessarily satisfy the 

cookies consent requirement under the new cookie laws. 

Section 1 - Introduction 

Section 1.1 

"Personal information": for day-to-day purposes, it is best to assume that all 

information which relates to a living individual constitutes personal information. 

Section 1.2 

How will you gain users' consent to the use of cookies? 

The inclusion of this statement in your privacy policy will not in itself satisfy the 

requirements of the Privacy and Electronic Communications (EC Directive) 

Regulations 2003 as regards consent to the use of cookies. Guidance concerning 

methods of obtaining such consent is included on the Information Commissioner's 

website (http://www.ico.gov.uk). 

Section 3 - Collecting personal information 

Section 3.1 

What types of personal information will or might the website operator collect? 

(a) - What analytics data will you collect? 



(b) - What information will be collected from users who register with the website? 

(c) - What profile information is collected through the website? 

(d) - What information will be collected from users who subscribe to website 

services, email notifications and/or newsletters? 

(e) - What information is processed in connection with the provision of website 

services? 

(f) - What can be purchased through the website: goods, services or both? What 

transactional data will be collected from users? 

(g) - What personal information can a user publish through the website? 

(h) - What communications information may be collected? 

(j) - What other types of information might you collect? 

Section 4 - Using your personal information 

Section 4.2 

For what purposes will the website operator use personal information collected 

through the website? 

(j) - Might marketing communications relate to third party businesses? 

(n) - Will private messages sent by users be monitored to ensure compliance with 

website terms and conditions? 

(o) - For what other purposes might personal data collected through the website be 

used? 

You must list here the uses to which you will (or may in future) put personal data. 

We have suggested some common categories. 

As a general rule, where you plan to use personal information you have collected 

for the purpose of direct marketing, this should be made clear on the page where 

the information is collected, and you should ensure that this only happens if users 

opt in to the marketing (eg "Click here if you would like us to send you information 

by email about products which we think will interest you."). There are, however, 

exceptions to this general rule. There are also rules about the content of direct 

marketing communications. If you are in any doubt about complying with your legal 

obligations in relation to direct marketing, you should seek professional advice. 

Section 4.3 

Will users have the opportunity to publish any personal information on the website? 

Section 4.4 

Consider whether to include this element in the document. 

Section 4.5 

Will the website undertake in this document not to supply any user's personal 

information to a third party for the purpose of third party direct marketing? 

Section 4.6 



Will the website operator pass any personal information to any third party payment 

services provider? 

What is the name of the payment services provider that processes website 

transactions? At what web address can the privacy policy of the payment services 

provider be found? 

Section 5 - Disclosing personal information 

Section 5.1 

To which categories of person may personal information collected through the 

website be disclosed? 

Section 5.2 

Is the website operator part of a group of companies in circumstance where one or 

more of those other group companies might need access to personal information 

collected by reference to this document? 

Section 5.3 

(d) - Does the website operator need a right to disclose personal data to business 

purchasers and potential business purchasers? 

(e) - Does the website operator require a right to disclose personal data in 

anticipation of a court judgment or regulatory action? 

A website operator may be obliged to disclose personal data to a third party under 

various laws. For example, under the Defamation Act 2013 and the Defamation 

(Operators of Websites) Regulations 2013, a website operator may be required to 

pass personal data between a complainant and a poster - i.e. a person who posts 

on the website material which may be defamatory of the claimant. 

Section 6 - International data transfers 

Give as much detail as possible about any such international transfers. You need to 

be aware that the inclusion of this provision will not be sufficient to ensure that all 

international transfers of personal data are lawful. If in doubt, you should seek 

professional advice on this point. 

Section 6.2 

Will any personal data be transferred outside the EEA? 

To which countries outside the EEA may personal data be transferred? 

Section 6.3 

Will users have the opportunity to publish personal information on the website? 

Section 6.4 

This consent statement is unlikely to create an effective consent to extra-EEA 

transfers on its own. 

Section 7 - Retaining personal information 

Section 7.3 

Does the website operator have any specific policies in place regarding time periods 

for the deletion of personal data? 



(a) - Specify a category of personal data. Specify the date/time when that personal 

data will usually be deleted. 

Section 8 - Security of your personal information 

Section 8.2 

There is an obligation upon data controllers to store personal data securely. 

Section 8.3 

Consider whether to include this element in the document. 

Section 8.5 

Consider whether to include this element in the document. 

Section 9 - Amendments 

Section 9.3 

Will you ever contact users to notify them of changes to the document?  

How will users be notified of changes to the document? 

Section 10 - Your rights 

Section 10.1 

(b) - What evidence of identity will you require before fulfilling a data protection 

subject access request? 

Section 13 - Cookies 

Section 13.5 

What types of cookies will be used on the website? 

Section 13.6 

(a) - What is the name of the cookie? For what purpose is the cookie used? 

Describe the purpose or purposes for which the cookie is used. 

Section 14 - Data protection registration 

Section 14.2 

What is the website operator's data protection registration number? 

Section 15 - Our details 

UK companies must provide their corporate names, their registration numbers, 

their place of registration and their registered office address on their websites 

(although not necessarily in this document). 

Sole traders and partnerships that carry on a business in the UK under a "business 

name" (i.e. a name which is not the name of the trader/names of the partners or 

certain other specified classes of name) must also make certain website 

disclosures: (i) in the case of a sole trader, the individual's name; (ii) in the case of 

a partnership, the name of each member of the partnership; and (iii) in either case, 

in relation to each person named, an address in the UK at which service of any 

document relating in any way to the business will be effective. All websites covered 

by the Electronic Commerce (EC Directive) Regulations 2002 must provide a 



geographic address (not a PO Box number) and an email address. All website 

operators covered by the Provision of Services Regulations 2009 must also provide 

a telephone number. 

Section 15.1 

What is the name of the company, partnership, individual or other legal person or 

entity that owns and operates the website? 

Section 15.2 

Is the website operator a company? 

In what jurisdiction is the website operator registered? What is the website 

operator's company registration number or equivalent? What is the website 

operator's registered address? 

Section 15.3 

Where is the website operator's head office or principal place of business? 

Section 15.4 

What is the website operator's contact email address? What is the website 

operator's contact telephone number? 


